
THE POINT BLUE NETWORK LIMITED -  PRIVACY NOTICE

Who We Are

The Point Blue Network Limited gather and process your 
personal information in accordance with this privacy 
notice and in compliance with the relevant data 
protection Regulation and law.  This notice provides you 
with the necessary information regarding your rights and 
obligations, and explains how, why and when we collect 
and process your personal data.

The Point Blue Network Limited's registered office is at 2 
Berryfield Glade, Churchdown, Gloucester, GL3 2BT and 
we are a company registered in England and Wales 
under company number 04799299.

We are registered on the Information Commissioner’s 
Office Register of Data Controllers under registration 
number is Z8017673 and we act as both a data controller 
and data processor.

The designated officer responsible for GDPR 
implementation is John Denman who can be contacted 
at the above address, Tel 01452 712086.

Information That We Collect

The Point Blue Network Limited processes your personal 
information to meet our legal, statutory and contractual 
obligations.  We will never collect any unnecessary 



personal data from you and do not process your 
information in any way, other than already specified in 
this notice.

The personal data that we may collect from you is: –

• Name
• Business Email
• Work Telephone Number
• Mobile Telephone Number
• Skype Address
• Business Bank Details

We collect information in the below ways: –

• Telephone Enquiries
• Website form Enquiries
• E-mail Enquiries
• Internal administrative processes

As a Data Controller, you will also provide us with the 
personal information of your data subjects to enable us 
to process their data in line with our contractual 
obligations to you.

How We Use Your Personal Data (Legal Basis for 
Processing)

The Point Blue Network Limited takes your privacy very 
seriously and will never disclose, share or sell your data 
without your consent, unless required to do so by law.  



We only retain your data for as long as is necessary and 
for the purposes specified in this notice.

The purposes and reasons for processing your personal 
data are detailed below: –

• We collect your personal data in the performance of 
a contract or to provide a service

• We may share your information with external bodies, 
such as credit reference agencies and Professional 
Bodies to ensure the legitimacy of our contract.

• Direct marketing to inform you of our news, products 
and industry information.

Your Rights

You have the right to access any personal information 
that The Point Blue Network Limited processes about 
you and to request information about: –

• What personal data we hold about you
• The purposes of the processing
• The categories of personal data concerned
• The recipients to whom the personal data has/will be 

disclosed
• How long we intend to store your personal data for
• If we did not collect the data directly from you, 

information about the source

If you believe that we hold any incomplete or inaccurate 
data about you, you have the right to ask us to correct 



and/or complete the information and we will strive to 
update/correct it as quickly as possible; unless there is a 
valid reason for not doing so, at which point you will be 
notified.

You also have the right to request erasure of your 
personal data or to restrict processing in accordance with 
data protection laws, as well as to object to any direct 
marketing from us and to be informed about any 
automated decision-making that we use.

If we receive a request from you to exercise any of the 
above rights, we may ask you to verify your identity 
before acting on the relevant request; this is to ensure 
that your data is protected and kept secure.

Sharing and Disclosing Your Personal Information

We do not share or disclose any of your personal 
information without your consent, other than for the 
purposes specified in this notice or where there is a legal 
requirement.

The Point Blue Network Limited uses third-parties to 
provide the below services and business functions.  All 
processors acting on our behalf only have access to 
relevant information for them to meet their contractual 
obligations, only process your data in accordance with 
instructions from us and comply fully with this privacy 
notice, the data protection laws and any other 
appropriate confidentiality and security measures.



Third parties may include:

• Suppliers and sub-contractors for the performance of 
any contract we enter into with them and for the 
purposes of providing part of the Service to you.  
This includes IT and website support; marketing 
support; administrative support; secure document 
storage; secure document and IT disposal service.

• Business partners that provide business support to 
our organisation such as our accountant; payroll 
service; HR support; Health and Safety Support; 
Solicitors

• Analytics and search engine providers that assist us 
in the improvement and optimisation of our Service.

• Statutory Authorities whom we are required by law to 
report to, including the HMRC and ICO.

Safeguarding Measures

The Point Blue Network Limited takes your privacy 
seriously and we take every reasonable measure and 
precaution to protect and secure your personal data. We 
work hard to protect you and your information from 
unauthorised access, alteration, disclosure or destruction 
and have several layers of security measures in place, 
including: –

TLS Encryption for emails
SSL for website
Pseudonymisation



Password protected sharing of information via email

Consequences of Not Providing Your Data

You are not obligated to provide your personal 
information to The Point Blue Network Limited, however, 
we will be unable to proceed with contractual work if you 
do not provide us with this information.

How Long We Keep Your Data

The Point Blue Network Limited only ever retains 
personal information for as long as is necessary and we 
have strict review and retention policies in place to meet 
these obligations.

Lodging a Complaint

We only process your personal information in compliance 
with this privacy notice and in accordance with the 
relevant data protection laws.  If, however you wish to 
raise a complaint regarding the processing of your 
personal data or are unsatisfied with how we have 
handled your information, you have the right to lodge a 
complaint with the supervisory authority.

In the first instance you should raise any concerns with 
The Point Blue Network Limited.

If you are not satisfied with the response you can 
complain to:



Information Commissioner’s Office
Wycliffe House
Water Lane
Wilmslow
Cheshire
SK9 5AF
Tel: 0303 123 1113 (local rate) or 01625 545 745

Complaints Procedure

We are committed to providing a high-quality service to 
all our clients. When something goes wrong, we need 
you to tell us about it.  This will help us to improve
our standards.

If you have a complaint, please contact us with the 
details.  We have 28 days to consider your complaint. If 
we have not resolved it within this time you may 
complain to the Financial Ombudsman Service.

What will happen next?

• We will send you a letter acknowledging receipt of 
your complaint within three  days of receiving it, 
enclosing a copy of this procedure.

• We will then investigate your complaint. This will 
normally involve passing

• your complaint to the director responsible who will 
review your matter file and



• speak to the member of staff who carried out the 
service for you.

• The director responsible will send you a written reply 
to your complaint,

• including his/her suggestions for resolving the 
matter, within 21 days of

• sending you the acknowledgement letter.
• At this stage, if you are still not satisfied, you should 

contact us again and we
• will arrange for another director to review the 

decision.
• We will write to you within 14 days of receiving your 

request for a review,
• confirming our final position on your complaint and 

explaining our reasons.
• If you are still not satisfied, you can then contact The 

Financia l Ombudsman Serv ice,  Exchange 
Tower,  London,  E14 9SR  about your complaint. 
Normally, you will need to bring a complaint to the 
Financial Services ombudsman within six months of 
receiving a final written response from us about your 
complaint or within six years of the act or omission 
about which you are complaining occurring (or if 
outside of this period, within three years of when you 
should reasonably have been aware of it).  For 
further information, you should contact the Financial 
Services Ombudsman on 0800 023 4 567 or at 
complaint.info@financialombudsman.org.uk

mailto:complaint.info@financialombudsman.org.uk

